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About this Guide

This is a supplementary guide to the Dell Integrated Systems for Oracle Database (DISOD)
Owner’s Guide that is available on Dell Support site. This guide describes the installation,
configuration, and integration of Dell infrastructure management software (Open Manage
Essentials) with Oracle Enterprise Manager in order to manage and monitor the DISOD
hardware components along with the Oracle databases from a single management
console. This guide is intended for system administrators, storage administrators, and for
Oracle database administrators (DBA).
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Introduction

DISOD solution rack ships with a pre-integrated hardware infrastructure that is dedicated
for the management and monitoring of its hardware components. Using the DISOD
management infrastructure, customers and Dell Services or Support can manage and
monitor any of the hardware components—either locally or remotely.

The DISOD management infrastructure consists of the following dedicated hardware:

¢ Management Switch: Dell Networking 1 GbE switch is used as the dedicated
management switch. It is pre-configured and pre-cabled with the rest of the
DISOD hardware components.

e Management Server (MS): Dell PowerEdge R320 server is used as the dedicated
management server. It is pre-installed with Microsoft Windows Server 2012 R2 as
the base operating system (OS), and is pre-configured with two Hyper-V virtual
machines (VMs).

As mentioned in the beginning of this section, the DISOD solution ships with its
management hardware infrastructure pre-integrated and pre-configured with the rest of
the DISOD hardware components. However, for the DISOD management solution to be
fully functional, it requires the installation and configuration of the management software
at the customer site.

With DISOD being an Oracle database solution, the goal of the DISOD software
management solution is to provide Oracle DBAs a single console to manage and monitor
all the DISOD hardware components along with managing their Oracle databases. This is
achieved by installing and integrating the following management software:

e Oracle Enterprise Manager (OEM) Cloud Control 12c

e Dell OpenManage Essentials (OME)

e Dell OME plug-in for OEM

o Dell Acceleration Appliance for Databases (DAAD) plug-in for OEM

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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Figure 1 shows the architectural overview of the DISOD management solution.

Customer
Environment Oracle Middleware Server

DISOD Rack Public Network
gmt. Server

OMA

Private Network

DISOD components: DB servers, DAAD storage and Switches

Figure 1 DISOD management solution architectural overview

The core architectural component for the DISOD management solution is the
Management Server, which contains two VMs that host the required management
software. Also, the network, management software, and the infrastructure must be
properly configured for all the DISOD components to be managed by the Oracle
Enterprise Manager Suite.

The following sections in this document describe the installation, configuration, and
integration of the required management software needed to manage and monitor the
DISOD solution rack from a single OEM console.
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3.1

3.2

Installation overview

This section provides an overview of

e The Management Server OS configuration
e Management software installation flow, and
e The network prerequisites

The DISOD solution is managed primarily by using two different software components:
Oracle Enterprise Manager and Dell OpenManage Essentials software application.

Management Server OS configuration overview

This section provides the OS configuration overview on the management server (R320)
before it ships out to the customer.

The management server comes pre-installed with the following configuration:

e MS Windows Server 2012 R2 Standard Edition (SE) as the base physical OS
e Two Hyper-V VMs:

-  WinVM: This is the Windows-based VM that is pre-installed with Windows
Server 2012 R2 SE as the guest OS and is pre-configured with the name
WinVM. This VM is used to install the following management software:

» Dell OpenManage Essentials
» Oracle Management Agent (OMA)

- LinVM: This is the Linux-based VM that is pre-installed with Oracle Linux 6.6
running the Red Hat Compatible Kernel as the guest OS and is pre-configured
with the name LinVM. This VM is primarily used for the configuration of the
DISOD components before it is shipped out to the customer. Customers can
choose to install OEM on this VM at their site if they do not have a pre-existing
OEM environment. It also provides for a Linux-based environment to remotely
access any of the DISOD components, if required.

Hereafter in this document, these two VMs will be referred to as WinVM and LinVM, unless
stated otherwise.

Management software installation overview

This section gives an overview of the required software components and the graphical
flow of the installation steps. As described in the previous sections, the OEM and OME are
the key software elements for managing the DISOD solution. To enable these software to
work together, there are extra software components that must be installed, as noted in the
list below:

e PsExec utility
e Oracle Management Agent for Windows
e Dell OME plug-in for OEM

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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e Dell Acceleration Appliance for Databases (DAAD) plug-in for OEM

Existing OEM Monitor DISOD from
environment OEM Console

Perform DAAD
discovery on OEM

Install Software on Install OEM on
WinVM LinVM

Deploy the DAAD OEM

A plugin onto DAAD 2.0
il Configure
OpenManage >
) SNMP
Essentials
Enable OEM
¢ discovery on DAAD
Discover 2.0
DISOD
components

DAAD OEM plugin may / Configure and deploy
may not work dueto e g DAAD OEM plugin on the
version incompatibility OMS

Management Agent Software (MAS) for
Windows platform available on OEM

OEM Version 12.1.0.x ? X
in [1,2,3,4]

Download PsExec
tools onto a Upload MAS to
windows host that OEM repository
has connectivity and enable for
to WinVM and deployment
OMS

From the
windows host pull )
OMA from OMS In OEM, configure auto-

and push it to discovery of
WinVM components of

DISOD ( Servers/
Databases/Switches)

T

Deploy the OME From OMS re-
Plugin on the WinVM discover WinVM as
from OMS OME-based target

Configure and Deploy Dell
OME Plugin on OMS

Figure 2 Management Software Installation process

Figure 2 shows the graphical flow of the installation steps of all the required management
software that is described in this document.

NOTE: To check the Oracle Management Agents certified with the customer's existing
OEM version, refer to the OEM certification matrix.
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3.3 Network prerequisites

The following are the network prerequisites that must be configured before installing
DISOD management software.

e Switch prerequisites:

- Ensure that the customer’s public network is connected to the public network
port(s) that are pre-defined! on the top-of-rack (ToR) S6000 switch(es).

e Management server prerequisites:

a. Configure public IP address for the public network adapter dMan-pub on the
Management Server's base Windows Server 2012 operating system.

b. Configure public IP address for the public virtual network adapter WinvM-pub
in WinVM.

c. Inthe DNS server, add a DNS (A) record for the WinVM’s computer name
WinVM- <servicetag>> and map it to the public IP address of WinvM-pub that
was assigned in step b. This will provide WinvM-<servicetag> with a Fully
Quialified Domain Name (FQDN). This is required in order for OEM to
communicate with OMA in WinVM.

NOTE: It is assumed that a DNS setup exists at the customer site. If it does not exist then
DNS can be set up on WinVM. Use the Roles and Features section under Windows Server
2012 Server Manager in WinVM and add the DNS and AD roles. While enabling the AD
feature, ensure to set up the appropriate domain name as per customer’s DNS policies
and standards. Hereafter in this document, reference to DNS server assumes that it exists
either at customer’s site or as a new one in WinVM.

d. The public virtual network adapter ethl in LinVM is pre-configured from
factory with a temporary routable IP address. Therefore, ensure that this public
routable IP address is reconfigured with the customer’s appropriate public IP
address.

e. Inthe DNS server, add a DNS (A) record for LinVM'’s hostname LinVM-
<servicetag> and map it to the public IP address of LinVM's public network
adapter ethl that was reconfigured in step d.

NOTE: It is recommended for the Management Server (R320) to have internet
connectivity because the installation of some of the management software such as
PsExec, require online connectivity to download the necessary packages.

1 For pre-defined port functions on the S6000 switches, see the D/ISOD Owner’s Guide.
2 <servicetag>is the unique Service Tag ID of the management server. This is used to
define the unique computer name of WinVM.
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o Database nodes prerequisites:

a. Create bonding (bond0) by using the public network ports on each of the
database nodes and configure public IP address to ensure that the database
nodes can be reached from the customer’s public network.

NOTE: In the R730-based database nodes, eth4 and eth6 are the public network ports,
and in the R930-based database nodes, eth2 and eth4 are the public network ports.

b. Assign hostnames to each of the database nodes.

c. Inthe DNS server, add the DNS (A) records for the hostnames of all the
database servers and map it to their respective public IP addresses that was
assigned in step a. This will establish the FQDN for each of the database
servers. For example, database.domain.local, which in turn, will map to
their respective IP addresses.

e DAAD nodes prerequisites:

All the DAAD nodes are configured with a temporary domain name, public cluster
IP address, and public management IP address. Therefore, ensure to reconfigure
them according to customer’s public network standards and policies. To
reconfigure DAAD nodes:

1. Ensure all DAAD nodes are turned on.
2. From the management server, by using a browser, log in to iDRAC of the first
DAAD node.

NOTE: Refer to DISOD 2.0 Owner’'s Guide to determine the pre-configured IP address of
each DAAD node's iDRAC.

3. After logging in to the iDRAC GUI, click the Launch button to start the Virtual
Console of the DAAD server.

4. From the Virtual Console of the DAAD server, perform the following steps to
reconfigure the DAAD node’'s management IP address, domain name, and
cluster IP address:

a. Loginasadmin/oracle tothe DAAD node.

b. Atthe CLI, enter maintenance on.

c. Enter setup lan to view the Setup dialog box for LAN configuration.

d. Press the Tab key to highlight Ethernet Network Adapter (the
management IP adapter), and then press ALT + i to edit its IP address.

e. Enter the appropriate customer’s public IP address and Subnet Mask, and
then press ALT + n.

f. Press ALT + s to switch to the Hostname/DNS tab.

g. Press ALT + D to edit the Domain Name and add the appropriate domain
name.

NOTE: Customers need not change the hostname of DAAD, unless it is necessary to
conform to their DNS standards and policies.

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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h. Move the cursor to Name Server 1 and add the appropriate DNS server IP
address.

NOTE: The DNS IP address is either the customer’s existing DNS server [P address or the
new one set up in WinVM.

i. Press ALT + u to change the Routing (customer’s network gateway) IP
address of the DAAD Node

j. Press ALT + o to ensure the configuration changes done in previous steps
are accepted and to close the dialogue box.

k. Atthe CLI, enter setup cluster to view the Setup dialog box for

cluster configuration.

Press Tab to switch to the Hostname/DNS screen.

m. Press tab and select the Enter Cluster IP address field to
change the IP address of the cluster.

NOTE: Customers need not change the cluster name of the DAAD, unless it is necessary
to conform to their DNS standards and policies.

n. Repeat step j to save changes and to return to CLI.
0. Entermaintenance off

5. Repeat steps 2 to 4 on each of the remaining DAAD nodes.

6. Inthe DNS server, add the DNS (A) records for the cluster names of all the
DAAD HA pairs and map it to their respective public cluster IP addresses that
was assigned in step 4.m. This will establish the FQDN for each of the DAAD HA
pairs. For example, daadclusterl.domain.local, which in turn will map to
their respective cluster IP addresses.

The following sections provide the detailed procedures for the installation, configuration,
and integration of each of the management software.

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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4 Installing OEM 12c on LinVM (optional)

Oracle Enterprise Manager (OEM, 12c Cloud Control) is an integrated management suite
that allows the database administrator to manage and monitor the health of both Oracle
and non-Oracle IT infrastructure from applications to storage. In this section, installation
and configuration of OEM 12c is described.

NOTE: If you have an existing Oracle Enterprise Manager Cloud Control (OEM12c) setup
that you want to use for managing DISOD, go to section 5 /nstalling Dell OME on
WinVM.

4.1 Prerequisites
Install Repository Database (OMS)
Install and configure the oracle database (11gR2) on the host (LinVM), which shall be the
repository database to store all the Oracle Enterprise Manager related data. For detailed
instructions about installing and configuring the Oracle database, complete the

instructions on this link. After successful repository database installation, do the tasks in
the following sections to install OEM12c.

4.2 Software

Download the compressed files listed in Figure 3 by visiting https://edelivery.oracle.com/

Oracle Enterprise Manager Cloud Control 12c Release 4 (12.1.0.4)
for Linux x86-64

Download the complete files

¥ em12104_linux64_disk1.zip (2,195,693,096 bytes) (cksum - 4176170445)
& em12104_linux64_disk2.zip (1,877.449,643 bytes) (cksum - 3219437597)
¥ em12104_linux64_disk3.zip (2,727.123,7584 bytes) (cksum - 2554054536)

Figure 3 Screenshot of files to be downloaded

421 Installing and configuring OEM12c (12.1.0.4)

Prerequisites:

Copy the downloaded software into a directory on the LinVM host server. Create
directories for Middleware and Agent as oracle user in OMS host (LinVM).

$ mkdir -p /ull/app/oracle/Middleware
$ mkdir -p /u0l/app/oracle/Agent

As Oracle user, unzip expand the three files and run the runInstaller command as
given here: $./runInstaller

For detailed information about OEM12c installation, click link

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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5 Installing Dell OME on WinVM

This section describes the installation and configuration instructions for the Dell
OpenManage Essentials (OME). Dell OpenManage Essentials is an easy-to-install, intuitive,
and simple-to-use, systems management console solution from Dell, optimized for
monitoring and managing Dell servers, switches, and storage.

51 Prerequisites

To provide network connectivity from one server to another, you have to manually
update the hosts file on each server. On Windows 2012, the file is located at the
Swindir$\system32\drivers\etc\hosts location. The file has to be populated
with server’s IP addresses followed by their Fully Qualified Domain Names (FQDNSs). For
example, 192.168.*.* dellome. ****_com dellome

52 OME Software download

Download the software mentioned in the Figure 4 from link.

Download OpenManage Essentials 2.0.1
o previous versions available in the Archive section

Dell Troubleshooting Tool for OME v2.0.1

Dell MIB Import Tool for OME v2.0

Download the Dell SNMP Configuration Tool

Figure 4  Screenshot of OpenManage Essentials version to be downloaded

5.3 Installing Dell OME

Copy the downloaded software into a folder on the WinVM machine.

To install Dell OME:

1. Extract the downloaded OpenManage Essentials installation software package.

2.Double-click the Autorun.exe file available in the folder where you extracted
the installation package.

3.Select Dell OpenManage Essentials from Install screen.

4.Complete the OME installation by using default options.

NOTE: For more information about Dell OME installation, click link.

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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5.4 Discover DISOD Components in Dell

OpenManage Essentials
This section provides steps to discover the DISOD components in Dell OME. After
successful Dell OME installation, proceed to discover by using the following

information:

e To Discover the DISOD database nodes, refer to this wiki article.
e To Discover Dell ForcelO Switches, refer to this wiki article.
e To Discover DAAD nodes, refer to this wiki article.

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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6 Install Oracle Management Agent (OMA) on
WinVM

This section describes the installation and configuration of Oracle Management Agent for
Windows platform on WinVM. The Oracle Management Agent is used to convert an
unmanaged host to a managed host in the Enterprise Manager System, which uses the
Oracle Management Agent to monitor targets running on the managed host.

6.1 Prerequisites

Before proceeding to OMA installation, make sure you have the data about the following
parameters:

OMS Hostname (Oracle Management Server Hostname)
EM _UPLOAD PORT

AGENT PORT

AGENT REGISTRATION PASSWORD

To get the details of parameters mentioned above, either contact Oracle EM Administrator
or execute the following command on OMS host. Go to OMS home and run the following
command and verify the output. A sample output is given here.

$ . /emctl status agent -details

OMSHOSTNAME (OMS HOST): Full Qualified name (EX: - d****xyz.com)
EM _UPLOAD PORT: 4904

AGENT PORT: 7803

AGENT REGISTRATION PASSWORD: dell***x*x

Acquire Windows management software on OMS

To install a Management Agent on Windows host, the OMA software must be downloaded
on the OMS host and applied by using Self Update. Installation of OMA on Windows
platform can be done by using the following methods.

e Acquiring the Management Agent Software in Online Mode
e Acquiring the Management Agent Software in Offline Mode

To acquire Windows management software on the OEM server, link.

6.2 Installing OMA on WinVM

After the OMS supports Windows platform and proper connectivity is ensured between
OMS host and the WinVM, you can use the PsExec tools to pull the Windows agent from
the OMS onto a staging host. This host can be used to push the Oracle management
agent for Windows onto any number of target Windows hosts (WinVM in our case).
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If your environment doesn’t have a Windows-based system that can connect to both OMS
and WinVM, you can use the DISODs management server (R320) for this purpose.

NOTE: This staging Windows host should not be the same as WinVM and also should
have connectivity to WinVM.

For the process of installing OMA on Windows host by using PsExec tools, see the Oracle
enterprise manager release documentation by clicking link. However, for a more detailed
installation process, you can access the following support article link by using your My
Oracle Support credentials.

NOTE: For EM12c versions 12.1.0.4 and 12.1.0.3 the agentDeployPSExec.bat script
mentioned in the release documentation can be downloaded from the following Oracle
support knowledge article Note:1636851.1 (To access the article, you require ORACLE
SUPPORT credentials, or you may contact Oracle support and request this script).

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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/ Dell OpenManage Plug-in installation steps
This section describes the installation, configuration, and deployment of Dell OpenManage
essentials plugin that pairs the OEM with the WinVM on which the OpenManage Essentials
software is installed.

Download the Dell OpenManage Plug-in for Oracle Enterprise Manager from this link.

Product Download

1. Dell OpenManage Plug-in for Oracle Enterprise Manager, v2.0, A0O
Figure 5  Screenshot for the Dell OEM plugin

To deploy the Dell OpenManage Plug-in for Oracle Enterprise:

e Import the plug-in on the Oracle Management Server

¢ Deploy the plug-in on Oracle Management Server

e Deploy the plug-in on Oracle Management Agent (OMA). That is, agent installed on
OpenManage Essentials host (WinVM)

¢ Discover the OpenManage Essentials host manually from the OEM

e Discover and promote the sub-targets into OEM

/.1 Importing the OPAR file

1. The Oracle Plugin Archive (OPAR) file is distributed as a compressed zip file. Extract
the contents of the zip file and make the OPAR (for example,
dell.em.ome 12.1.0.2.0.opar) file available to OMS (LinVM).

NOTE: At this stage of the process, it is assumed that the Oracle emcli utility on the OEM
server has been properly configured and set up prior to installation.

2. Import the OPAR file into the Software Library of the OMS. The following is an
example of an emcli import command (in this example, the contents of the
downloaded media have been extracted to the /tmp folder):

$ emcli import update -file=/tmp/dell.em.ome 12.1.0.2.0.o0par -
omslocal

Processing update: Plug-in - Dell OpenManage Essentials monitoring for Servers, CMCs,
Storage, and Switches Operation completed successfully. Update has been uploaded to
Enterprise Manager. Please use the Self Update Home to manage this update.

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0
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3. Log in to Enterprise Manager and navigate to Setup — Extensibility — Self Update.

[SSEP™ Help ~ | 18 SYsMAN+ | Logout O

Add Target 3
Self Update Extensibility C
Plug-ins _ Proxy Settings , L_5:43 AMEST
Management Connectors Security »
Data Exchange Incidents 3
Development Kit ] Notifications bl
Cloud =

Managed Hosts to support beacon Provisioning and Patching * i

Figure 6  Selecting the appropriate menu to check the uploaded plug-in

4. Click the Plug-in Folder and make sure that Dell OpenManage Plug-in for OEM has
been successfully uploaded to the Software Repository.

/.2 Deploying the plug-in on OMS

1. Login to an Oracle Enterprise Manager Cloud Control web console with

administrative privileges.

2. From the Enterprise Manager Web console, navigate to Setup — Extensibility —
Plug-ins.

3. On the Plug-ins page, select the Dell OpenManage Essentials row under the
Servers, Storage and Network folder.

ORACLE Enterprise Manager Cloud Control 12¢ Setup v Help~

3 Enterprise v (@) Targets ~ o Favorites v (@) History v

Search Target Name

Plug-ins () | Page Refreshed A
This page lists the plug-ins available, downloaded, and deployed to the Enterprise Manager system. Use this page to deploy or undeploy plug-ins.
Actions v View~ | [ Deploy O & undeploy Fi & CheckUpdates [B) Deployment Activities
| e ‘ Management|
Hame Agent with | Description
| atest available | atest Downloaded |on Management server | ~*piugein
L [ applications (i)
1> £3 cloud @
1 [ Databases (@)
1> 3 Engineered Systems (@
1~ £ Middleware @
v [ Sepyers, Storage and Network (i)
S%au Openianage Essentials  12.1.0.1.0 12.1.0.10 12.1.0.1.0 4 Dell OpenManage Essentials
B EMC CLARION Array 12.1.0.20 12.1.0.20 @&, 0 EMC CLARIION Array Monitoring .
I EMC Celerra Storage 12.1.0.20 121.0.2.0 @, 0 EMC Celerra monitoring including reports
) EMC Symmetrix Array 12.1.0.20 121.0.2.0 @ 0 EMC Symmetrix Array Monitoring .
§- [ S AP S T 4210470 4340470 2 Cueiam in IOM Azealacsbar

Figure 7 Plug-in available under the Servers, Storage and Network folder

4. Right-click Dell OpenManage essentials, pause the pointer over Deploy On,
and then click Management Servers.
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ORACLE Enterprise Manager Cloud Control 12c Setup~ |

#% Enterprise @) Targets - o Favorites ~ @ History ~

Search Target Name ~

plug-ins (| Page Refres

This page lists the plug-ins available, downloaded, and deployed to the Enterprise Manager system. Use this page to deploy or undeploy plug-ins.

Actions v View = [E8, Deploy on ~ & Undeploy From ~ (& Check Updates [=] Deployment Activities

‘ Version Management

Name Agent with|Description
‘Late:tﬁwa\lahle | atest Dovinloaded |on Management server | " piugin
1 23 applications ()
1> 23 clowd @
1> 1 Database: O
I 3 Engineered systems (@)
1> £ viddieware @
¥ [0 servers, Storage and Network ()
40 Dell OpenManage Essentiale __ 171010 12.1.0.1.0 12.1.0.1.0 4 Dell OpenManage Essentials
2 EMC CLARIION Array Deploy On v Kaﬂemeﬂt Servers... 0 EMC CLARiiON Array Monitoring .
409 EMC Celerra Storage &, undeploy From v Mahagement Agent... 0 EMC Celerra monitoring including reparts
2 EMC Symmetrix Array #8) Information 121020 0 EMC Symmetrix Array Monitoring .
- 0 PR P PR P 4740470 in4n47n A Eucian in IAM Accalosabor
pell OpenManage Essentials
General Recent Deployme
Action | |status |Version |User |start Time Enc
Deployment on Management Agent : o Success 12.1.0.1.0 SYSMAN April 8, 2015 2:46:13 PM IST Ap
Pl i i Wnim st sk + e lrar s 7803 Crurrane anen cvennn fedl T A01E AnaAAE AL TET P

Figure 8  Screenshot for deploying DELL OME plug-in on OMS

7. Inthe Deploy Plug-in on Management Servers dialog box, type the Repository
SYS Password, and then click Continue.

8. Review the results of the pre-requisite check and click Next.

9. If the details in the review page are correct, click Deploy to begin the plug-in
deployment.

Note: The Review page displays the management servers on which the plug-in is being

deployed, the version of any previously deployed Dell plug-ins, and the status of the
OMS.

10. If itis necessary to view the progress of the plug-in deployment, click the Show
Status button on the Confirmation window.

Note: It is recommended to always view the status of a job or task in OEM. This will help
ensure that there are no issues during the execution of the task.

11. The On Management Server box in the plug-ins page displays the version of
OpenManage plug-in for OEM that was deployed. To view this field, navigate back
to the Plug-ins page (Setup — Extensibility — Plug-ins).

Version | ‘
Name Latest Latest |On Management|  Agent with| Description
|Available Downloaded |Server | ug-in|

>3 Applications ‘j)

1> [ patabases @

L (22 Middleware @

7 [ Servers, Storage and Network @

T Dell OpenManage Essentials ~ 12.1.0.2.0 12.1.0.20 12.1.0.2.0 1 Dell OpenManage Essentials monitoring for Servers, CMCs, Storage, and Switches

Figure 9  Version check for the deployed OME plug-in
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/.3 Deploying the Dell OpenManage plug-in on OMA
(WinVM)

1. Loginto Oracle Enterprise Manager Cloud Control web console with
administrative privileges.

2. From the Enterprise Manager Web console, click Setup — Extensibility — Plug-
ins.

3. On the Plug-ins page, select the Dell OpenManage Essentials row under the

Servers, Storage and Network folder.
ORACLE Enterprise Manager Cloud Cantrol 12c

5 Enterprise ~ (@) Targets ~ o Eavorites ~ @ History +

Plug-ins

This page lists the plug-ins avaiable, downloaded, and deployed to the Enterprise Manager system. Use this page to deploy or undeploy plug-ins.

Actions = View = [ Deploy On ~ [@ Undeploy From & Check Updates [ Deployment Activities
| version | Management
Name Agent with |Description
|Latest Available ‘Latest Downloaded ‘On Management Server | Plug-in
&> [ Applications (i)
& (2 cloud @
1> [0 Databases @

1> [ Engineered Systems (@
L> B3 Middieware @
Servers, Storage and Network ()

9] Dell OpenManage Essentials 12.1.0.20 12.1.0.2.0 12,1.0.2.0 2 Dell OpenManage Essentials monitoring for Servers, CMCs, Storage, and Switches
) EMC CLARION Array 12.1.0.2.0 12.1.0.2.0 & 0 EMC CLARION Array Monitoring .

B EMC Celerra Storage 12.1.0.2.0 12.1,0.20 B 0 EMC Celerra manitaring induding reports

) EMC Symmetrix Array 12.1.0.2.0 12.1.0.2.0 @

0 EMC Symmetrix Array Monitoring .

Figure 10  Successful upload of Plug-in

4. Right-click Dell OpenManage Essentials, pause the pointer over Deploy On, and
then click Management Agent.
ORACLE Enterprise Manager Cloud Control 12c

Setup -
«§ Enterprise @) Targets ~ # Favorites » (@ History ~ Search Target Name -
Plug-ins (®) | page Refre

This page lists the plug-ins available, downloaded, and deployed to the Enterprise Manager system. Use this page to deploy or undeploy plug-ins.

Actions »  View » @‘ Deploy On + @‘ Undeploy From + (&) Check Updates B Deployment Activities

‘ Version Management
Name

Agent with | Description
‘Late:t Available ‘Late:t Downloaded ‘On Management Server | Plug-in
=-[3 Applications @
&> 23 cloud @
&= £3 Databases @
-3 Engineered Systems ®
& £ viddleware (@
7 [0 servers, Storage and Netwm'k@
09 pell OpenManage Essentials  12.1.0.17° i 121010 4 Dell OpenManage Essentials
B9 EMC CLARION Array 12.1.0.2 i Deploy On ' Management Servers... 0 EMC CLARIION Array Monitoring .
B EMC Celerra Storage 12.1.0.2 5 Undeploy From ¥ Manpgement Agent... 0 EMC Celerra monitoring including reports
T EMC Symmetrix Array 12.1.0.2 B information 0 EMC Symmetrix Array Monitoring .
PRSP T PEPI

2 Eurinn in TOK A cralarbar

Dell OpenManage Essentials

General Recent Deployment Activitie Collaps

Figure 11  Select Management Agent to deploy Dell OME Plug-in on WinVM

5. Under Selected Management Agent, click the button to view the Search and
Select: Targets window. Use this OEM window to find one or more OMAs
acceptable to have the plug-in deployed and installed on.
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Deploy Plug-in on Management Agent
Prerequisite Checks %
Mame Del OpenManage Essentials
Version 12.1.0.2.0

Management Agent |Operating Swskerm | Skatus |Errn:ur Message
aask, trdom, com: 3872 Microsoft Windows.. 2  MoError

Figure 12 Management agent status

6. After selecting the appropriate OMA, click Continue in the Deploy Plug-in on
Management Agent window.

7. Review the results of the pre-requisite check and click Next.

8. If the details in the review page are correct, click the Deploy button to begin the
plug-in deployment job.

Deploy Plug-in on Management Agent ]

Review %

Mame  Dell Dpenianage Essentials
Wersion 12.1.0.2.0
Management Agents that passed the prerequisite checks.

Management Agent |Operating Syskern |Dep|0yed Flug-in Yersion | Skakus | Restart Required |
aask.trdom.com: 3872 Microsoft Windows x64 (64-bit) MNone @&* Mo

* - Dependent Agents Back Deploy Cancel

Figure 13  Final deploy screen

Note: The Review page displays the management servers on which the plug-in is being

deployed, the version of any previously deployed Dell plug-ins, and the status of the
OMA.

9. Ifitis desired to view the progress of the plug-in deployment, select the Show
Status button on the Confirmation window.

Note: It is recommended to always view the status of a job or task in OEM. This will help
ensure there are no issues during the execution of the task.
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10. The Management Agent with Plug-in field, for the plug-in, contains the number
of OpenManage Essentials plug-ins that were deployed to OMAs. To view this field,
navigate back to the Plug-ins page (Setup — Extensibility — Plug-ins).

Version ‘
Name Latest [Latest |On Management|  Agent with | Description
|Available |Downloaded |Server Plug-in|

1> [ Applications (@
1> (2 Databases @
L 2 Middleware @
7 [23 servers, Storage and Network @
D0 Dell OpenManage Essentials 121020 121020 121020 [ T JPell OpenManage Essentials monitoring for Servers, CMCs, Storage, and Switches

Figure 14  Successful deployment shows a value in Management agents with Plug-in
column

/.4 Manually adding the Dell OME target

1. Login to an Oracle Enterprise Manager Cloud Control web console with
administrative privileges.

2. From the Enterprise Manager Web console, navigate to Setup — Add Target — Add
Targets Manually.

3. Click Add Non-Host Targets by Specifying Target Monitoring Properties in the Add
Targets Manually section. The Target Type and Monitoring Agent fields are
displayed.

4. From the Target Type drop-down list, select Dell OpenManage Essentials target.

ORACLE Enterprise Manager Cloud Contral 12c

#¢ Enterprise » (§) Targets = o Favorites = @& History -

&dd Targets Manually

»| Instruction

Add Targets Manually
Add Host Targets
Add Targets Using Guided Process (Also Adds Related Targets)
» Add Targets Declaratively by Specifying Target Monitaring Properties

Target Tvpe |DE|| Dpertanage Essentials ¥ |
Monitoring Agent Ck

add Manually ...

by

Figure 15 Manually adding Dell OpenManage Essentials target based on the Monitoring
agent

5. To search for a monitoring agent, click the Search symbol. The Search and Select
Targets window is displayed. Select the OMA where the plug-in will be installed
and click Select.
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Search and Select: Targets - Oracle En[%rprise Manager

Search and Select: Targets
«| Search

Target Type | Agent x|
Target Mame
2in Hosk
Configuration Search «Mo configuration search selected> © &7

Search

d

|Target Mame |Tar|;|et Type |On Huosk Skakus |
aast.trdom.com: 3872 fgent aast.krdam. conm 4
aranodl.bdcora,.com: 3872 fgent aranodl,bdcora.com
dbnodez. bdcora, com: 3572 Agent dbnodez, bdcora.c...
disod. bdcora, com: 3872 fgent disod. bdcora.com 4
ramarsym, bdcora,com: 7803 figent rnmarsym, bdeora, com

Figure 16 Selection of Windows based target

6. After selecting the OMA to use, click the Add Manually button to continue to the

plug-in configuration page.
ORACLE Enterprise Manager Cloud Contral 12

#e Enterprise » (@) Tarosts ~ o Eavorites @ History

Add Targets Manually

*| Instruction
Add Targets Manually
Add Host Targets

Add Targeks Using Guided Process (Also Adds Related Targets)
# Add Targets Declaratively by Specifving Target Monitoring Properties

Target Type | Dell OpentManage Essentials

Monitoring Agent | aask, brdom, com: 3872

add Manually ... I

1

Figure 17  Select Add Manually

7. On the configuration page, set the values for customizing the plug-in connection to

the OpenManage Essentials system.

a. Target Name (required): An instance name required for the OpenManage
Essentials Plug-in target. This name is used to reference this specifically

configured target and sub-targets inside of OEM.

b. Dell OpenManage Essentials Hostname (required): The Fully Qualified Domain
Name (FQDN) of the system where OpenManage Essentials is installed. This
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must be the same host name that is used when connecting the OpenManage
Essentials web console.

c. Dell OpenManage Essentials Port: The port that Dell OpenManage Essentials
is running on. This value is optional, if it is not provided, the plug-in will use
port 2607 by default.

d. Password (required): A valid password in combination with the associated
username is required to connect to the Dell OpenManage Essentials web
services. The account used should have at least OME Users privileges.

e. Username (required): A valid username in combination with the associated
password is required to connect to the OpenManage Essentials web services.
The account used must have at least OME Users privileges.

f. View Acknowledged Alerts (yes/no) (required): Set this value to 'no’ if it is
necessary for the plug-in to not collect device alerts that have been
acknowledged in OpenManage Essentials. If no value is set for this field, the
plug-in is set to 'yes’ (default).

ORACLE Enterprise Manager Cloud Contral 12t

Add Dell OpenManage Essentials
Add a target ko be monitored by Enterprise Manager by specifying target ronikoring properties,

* Target Mame | aastGrp

Target Type Dell OpenManage Essentials
fgent  https:ffaast.trdom.com: 3872 femd|main/

Properties

* Dell OpenManage | Jast brdam.com
Essentials Hostname

Dell OpenManage Essentials  [sgny
Port

# Passotd | eesens

* Username | administrator

Wiew Acknowledged Alerts [0
{yes/ne)

»|Global Properties

Figure 18 Sample inputs for the OME based target configuration

8. To test the credentials that were provided in step 7, click Test Connection in the
upper-right of the dialog box. This ensures that the plug-in is able to connect
properly to the OpenManage Essentials system and collect data.
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@ Confirmation

Test Connection - Completed Successfully %
/' Hide

Test Connection succeeded

Close

Figure 19 OEM - OME host connection status

9. If the test connection result is successful, click OK to finalize the target
configuration.
@ Confirmation
Add Target - Completed Successfully %

% Hide
Added Dell DpenManage Essentials aastarp on https: [faast. trdom. com: 3872/emd/main

o

Close |

Fl

Figure 20 Target added as managed host based on target monitoring properties

10. To view the Dell OpenManage Essentials target that was just created, navigate to
the All Targets view (Targets — All Target) and view the table of targets for the
instance name that was used during configuration.

Note: It may take up to 20 minutes for completion of the first collection interval for the
target.

At this point, the home target for the plug-in has been successfully deployed in OEM. For
complete collection of the Dell OpenManage Essentials environment, it is recommended
to follow the instruction in this installation guide and deploy sub-targets for each

necessary device. If no devices are discovered and promoted, the plug-in will not be able
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to collect device data from an OpenManage Essentials environment. Sub-target discovery
and promotion is described in the "Discovering device sub-targets” section of this guide.

7.5 Discovering device sub-targets
The discovery process will find all targets related to a Dell OpenManage Essentials target.
This includes servers, chassis controllers, storage, and switches.
1. Loginto an Oracle Enterprise Manager Cloud Control web console with
administrative privileges.
2. From the Enterprise Manager Web console, click Setup — Add Target —
Configure Auto Discovery.

3. Under the Configure Auto Discovery section, click the All Discovery Modules link
in the Auto Discovery table.

ORACLE Enterprise Manager Cloud Centrol 12¢

#% Enterprise + @) Targets ~ o Favorites v (& History «

Configure Auto Discovery

| Instruction
Configure Auto Discovery
Configure Metwork

Scan Discovery
Host and Orade YM Manager ég

Metwork Scan-based Auto Discovery

Configure Discovery
on Hosts

Agent-based Auto Discovery

All Discover: ules

Dell OME Disco'rery Module

Cracle Cluster and High Availability Service

Cracle Database, Listener and Automatic Storage Management
Oracle Fusion Middleware

Oracle Home Discovery

Cracle Secure Backup Damain

LA R R R AR

Figure 21  Configuring Auto-Discovery

4. Select the appropriate host being used for the OpenManage Essentials target and
click the Configure Discovery Modules button.
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ORACLE Enterprise Manager Cloud Control 12¢

# Enterprise ~ orites = @) History +

Target Discovery (Agent-based)

Configure Auto Discovery > Ta
Use this page to search and bro

wse target discovery settings on hosts managed by Enterprise Manager, configure discovery settings on one or more hosts, or view the latest results,
»| @ Collection Schedule Overview
~|Search
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View » W [ Run Discovery Now i Refresh 4% Configure Collection Schedule

Agent Host Mame Enabled Discovery Modules

. aast,trdom,com Dell OME Discovery Module
aranod 1.bdcora.com Orade Cluster and High Availability Service; Cracle Database, Listener and Automatic Storage Management; Orade Fusion Middleware; Oracle Home Discovery...
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dbnode2.bdcora.com Orade Cluster and High Availability Service; Cracle Database, Listener and Automatic Storage Management; Orade Fusion Middleware; Oracle Home Discovery...
disod.bdcora.com Oracle Cluster and High Availability Service; Oracle Database, Listener and Automatic Storage Management; Oracle Fusion Middleware; Oracle Home Discovery. ..
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disod2.bdcora.com Orade Cluster and High Availability Service; Cracle Database, Listener and Automatic Storage Management; Orade Fusion Middleware; Oracle Home Discovery...

Figure 22  Selection of appropriate agents for auto-discovery

5. Clear all options except the Dell OME Discovery Module to disable the discovery
of other targets unrelated to this plug-in.

ORACLE Enterprise Manager Cloud Control 12¢

Configure Target Discovery
Use this page to configure target discovery and parameters on this host.

Agent Host Mame  aast.trdom,com

Collection Schedule

Repeat | Every N minutes T |

Frequency Ewery 240 §| minute(s)
#) Enable Collection () Disable Collection

View + / Edit Parameters

Discovery Module

| Discovery Paramete
Enable . -
Enable Target Discovery for Module on Host I Configuration Statu:
—

Dell OME Discovery Module |g% Del OME MG, Dell OME Gerver, EJeII COME Storage @ No Parameters
Oracle Cluster and High Availability Service

Cluster, Oracle High Availability Service

Oracle Database, Listener and Automatic Storage Mana... Database Instance, Listener, Pluggable Database
Oracle Fusion Middleware Cracle WeblLogic Domain

Orade Home Discovery Oracle Home

Oracle Secure Backup Domain Cracle Secure Backup Domain

Figure 23  Select OME specific targets

6. Click OK.
7. Select the same host selected in step 4 and click Run Discovery Now.
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ORACLE Enterprise Manager Cloud Contral 12¢
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»| @ Collection Schedule Overview

~|Search
Agent Host Name

View = / Configure Discovery Modules

w [y Refresh & Configure Collection Schedule

Enabled Discovery Modules

Agent Host Name

Dell OME Discovery Module
Oracle Cluster and High Availability Service; Oracle Database, Listener and Automatic Storage Management; Orade Fusion Middleware; Oracle Home Discovery...

. aast. trdom, com
aranod1.bdcora.com

daad2a Oracle Cluster and High Availability Servi

FISE Aemrle ik ~md Uik Ao

; Orade Database, Listener and Automatic Storage Management; Orade Home Discovery; Oracle Secure Backup Domain. .

ilmkilibes Corsiimms Pemcdn Pmbabame 1imbamar mmd At bmmnmtic Cbnmnnn Mamammmnmb: Peecds Unms Mimsasimes Aecle G B i Nammin

Figure 24  Run first-time discovery procedure

/.6 Promoting Discovered device sub-targets

1. After the discovery process is complete, view the discovery results to see the targets
that have been discovered. You can view this by clicking Add Target > Auto Discover

Results.

_ - TargEt }

Extensibility 3

4 svsMan+ | Logout

—

Configure Auto Discovery

Auto Disca\rer[:%Results

Add Targets Manually Proxy Settings AL Ll c
Group Security b
Dynamic Group Incidents 4
Administration Groups Motifications L4

Generic System Provisioning and Patching  #
Redundancy System My Qracle Support 4
Generic Service Middleware Management ¢
Manage Cloud Control [ m s
Command Line Interface L
Collection Schedule Management Packs '

Figure 25 Check the discovered sub-targets

Managed Targe'

Status |

2. On the Discovery results page, select agent based targets. Select all targets in this
list from where you want to collect data, and then click Promote.
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MGMTLSMR._test.bdcora, com Listener Jun &, 2015 11:44:45 AM IST test.bdcora,com 'test, bdcora,com: 3872/emd,main/
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NewTgt idrac-65KBF 22 Dell OME Server May 19, 2015 5:22:20 PM 15T mmarvm.bdcora. com fmmarym.bdcora.com: 7803/emd fmain/
CraDB12Home1_2_test Oracle Home Jun 8, 2015 11:44:46 AM IST test.bdcora.com test.bdoora.com: 3872 femd,main,
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aaastGrp 192,168,211,15 Dell OME Server Jun 2, 2015 2:17:40 PM IST aast. trdom.com https: //aast, trdom.com: 3872 femd/main/
aaastGrp ADAAD2A Dell OME Server Jun 10, 2015 6:18:40 AM IST aast. trdom.com https: //aast, trdom.com: 3872 femd/main/

. aaastGrp dbnode2.bdcora.com Dell OME Server Jun 2, 2015 2:17:41 PM IST aast. trdom.com https: //aast.trdom.com: 3872 femd/main/
azastGrp idrac Dell OME Server Jun 2, 2015 2:35:34 PM IST aast, trdom.com https: {{aast. trdom.com: 3872 femd/main,
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Figure 26 Sample discovered targets

3. Navigate back to OpenManage Essentials target to view that the data is now being
collected.
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Figure 27 OME specific target monitoring window

Note: The time between the target being promoted and data for the target returning is
dependent on the configured metric collection interval of the OMA.
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8.2.1

Installing and Configuring the Dell Acceleration
Appliance for Databases (DAAD) Plug-in on OEM

The Dell Acceleration Appliance for Databases (DAAD) plug-in for OEM enables OEM to
display information and statistics such as volume and link performance, directly from the
storage array. Version 12.1.0.1 of the plug-in is compatible with the following:

o DAAD plug-in version 12.1.0.1 release 2.3.0.1.
e Oracle Management Server (OMS) versions 12.1.0.1,12.1.0.2, 12.1.0.3,and 12.1.0.4

8.1 Prerequisites
To install and configure the DAAD plug-in for OEM, below prerequisites must be met.

a. The DAAD software must be version 2.3 or above.

b. Make sure the DAAD nodes are accessible by Oracle Management Server by
using public IP Ethernet connection and vice-versa.

c. The hostnames for both DAAD nodes and OMS must be resolvable by DNS or

/etc/hosts.

8.2 Installing DAAD Plug-In

The following steps are required to download and configure the DAAD plug-in on the
OEM and the DAAD nodes:

a. Download the Dell Acceleration Appliance for Databases (DAAD) plug-in for

OEM from http://support.dell.com.
b. Copy the downloaded plug-in to a directory on the OMS host server.

Enabling OEM management agent on DAAD nodes
In DAAD nodel, log in to the CLI as admin user. Run the following command to enable
and configure the oracle agent:

manage:oem enable --oms-host=d*** . b****_ com --oms-port=4904
Please enter Oracle Management service password:*****x*x#*

ladminftestdaadl/ > manage:oem enshle ——oms-host=mahesh.hdoora. com ——-oms— port=49043

Dlease enter COracle Management 2 vice password:

Figure 28 OEM configuration on DAAD nodes

Here, oms-host=oms server name (fully qualified name), oms-port=HTTPS upload port,
and for agent, password=Contact OEM admin. You can get this information from OMS
server, run this command or contact OEM admin

$ emctl status oms -detail

Dell Integrated Systems for Oracle Database - Oracle Enterprise Manager Integration Guide v1.0

30


http://support.dell.com/

8.2.2

After successful execution of the command the command, the following message is
displayed:

Agent deployment successful, The Agent is configured
successfully.Finished product -specific root actions.

Note: Repeat the step on the other DAAD node and view the results. If it is successful, go
to the next step. Else, check connections between the nodes and continue.

After successful installation on DAAD nodes, go to the OEM console and see the DAAD
nodes under the All Targets tab.

Fusioni Fusion-in IOM Accelerator “ﬂ‘
Fusionz Fusian-io IOM Accelerator ﬁ

Figure 29 DAAD nodes available under all Targets tab.

Deploying the DAAD Plug-in on the OEM server

1. In OMS server, log in as root user, and copy the downloaded DAAD plug-in’s opar
file to the /tmp location
2. Change the permissions of that file by running the following commands:
Schown oracle:oinstall
/tmp/12.1.0.17.0 fusion.ion.ion 2000 0.opar
Schmod 775 /tmp/12.1.0.17.0 fusion.ion.ion 2000 O.opar

3. Logintothe emcli
$./emcli login username=sysman
$./emcli sync

4. To deploy the Plug-in to both the server and Agent, you must import the opar file
into OMS server repository by running the following command:
$./emcli import update -
file=/tmp/12.1.0.17.0 fusion.ion.ion 2000 O.opar -omslocal
$./emcli setup -url=https://d***.b*** com:7803/em -
username=sysman -password=ora***

5. Deploy the plug-in to the server by running the command:
$./emcli deploy plugin on server -plugin=fusionio.ion.ionl -
sys_password=del**

NOTE: This process will take some time. To get the current status, run the following
command: $./emcli get plugin deployment status -
plugin id=fusionio.ion.ionl

6. Deploy the plug-in on Agent (each of the DAAD nodes) by running the following
command:
$./emcli deploy plugin on agent -
agent names=t**t.b**** com:3872 -plugin=fusionio.ion.ionl
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NOTE: This process will take a while. To get the status of the process, run the following
command: $./emcli get plugin deployment status -
plugin id=fusionio.ion.ionl

7. Step 5 will be executed for the other DAAD node by using the command:
$./emcli deploy plug on agent -agent names=t*** b****_ com:3872
-plugin=fusionio.ion.ionl

NOTE: This process will take a while. To get the status of the process, run the following
command: $./emcli get plugin deployment status -
plugin id=fusionio.ion.ionl

NOTE: For more information about fusion ion plugin for OEM, click the link.

8.3 Adding a DAAD target in OEM

1. From the homepage, click Setup -> Add Target -> Add Targets Manually.
2. Select Add Targets Declaratively by Specifying Target Monitoring Properties
3. From the Target Type drop-down menu, click Fusion-io ION Accelerator.

#® Enterprise = (@) Targets ~ ofp Eavorites = @& History -

Add Targets Manually

> Instruction

Add Targets Manually
Add Hostk Targets
add Targets Using Guided Process (also adds Related Targets)
» &dd Targetks Declaratively by Specifying Target Monitoring Properties

Target Twvpe | Fusion-io IR Acceleraktor v |
Monitoring Agenkt \3%

Add Manually ...

Figure 30 DAAD plugin based target configuration

4. To search for a monitoring agent, click the Search symbol, and then select the
appropriate agent (the same agent deployed and identified by the Dell
Acceleration Appliance for Databases host name).

5. After clicking the agent, click Add Manually.

6. Enter the relevant information, including the Oracle user name and password
(created when configuring ION for Oracle in section 8.2.1).

7. Click OK (upper-right corner).

8. Click Close to finish the installation.
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4 Opening the DAAD target in OEM:

Log in to the OEM console.

Select the All Targets tab from the target menu which is located in the toolbar.
Select the ION Accelerator target from the all targets or search for the target name

from the Search tab located in the upper-right corner to open the ION Accelerator
plug-in home page.

wr e @

#3 Enterprise ~ (@) Targets ~ o Eavorites ~ (@) History —

Search Target Name ~ -

1r DaaD2B @

& dsadzb
[ 100 Accelerator Host +

Page Refreshed Jun 22, 2015 5:16:11 AM GMT &

~| Summary ~| Incidents and Problems

Target Mame DaaDzB

* Target [Local barget and related targets ()] " Category [al ~ @0 @0 & o0 PPo |
Current Status B Up
[ Jom 15, 2015 5:19 am GMT Message Target Severity Status Escalated Type Time Since .
Hasted By daadzb

Z0:01:00:0e:1:30:48:21 20:01:00:C Z0:01:00:08:16:30:49:20 20:01:00:C

~| 10N Accelerator Storage Processor Utilization % {Last Z4 hours) ~| ION Accelerator PerformanRead I0/= pad/Write I0s per second)
6 pm
4 Details
|
0 e |
- o |
|
1 2 | o e e e T
ol JunZ1, £:00:00 am  Jun 21, 1:00:00 pm  Jun 21, 5:00:00 pm Jun 22, 3:00:00 am
—Fead 10/s wirite 10/s
Junz1, S0M00 am  Jun 21, LOG00pm Jun 21, S0000pm Jun 22, 300:00 am ! !
>~/ Summary of ION Accelerator Resource ~| LuNs
Details E... wolum. .. Cap... LUN ID L. Allowsed Hosts Connected Hosts
1 vol_al 1600 20:01:00:0s:1e 0 Z0:01:00:0:1e:30:48:21 20:01:00:C Z0:01:00:0s:1e:30:49:20 20:01:00:C| >
z vol_a1 1600 20:01:00:0e:1e 0 Z0:01:00:08:1e:30:48:21 20:01:00:C Z0:01:00:08: 16:30:49:21 20:01:00:C
3 val_a1 1600 20:01:00:0e:1e 0 Z0:01:00:08:1e:30:48:21 20:01:00:C Z0:01:00:08 16:30:49:20 20:01:00:C
4 val_a1 1600 20:01:00:0e:1e 0 Z0:01:00:08:1e:30:48:21 20:01:00:C Z0:01:00:08 16:30:49:21 20:01:00:C
M Space Fres (GE) (09%) -
Space Used (GB) (100%) s z

val_b1 1600 20:01:00:0e:1e

Figure 31  Dashboard for the DAAD based target in OEM

NOTE: In case of any error during DAAD plug-in installation on Agent (DAAD nodes) or
incomplete or erroneous installation, clean the unsuccessful installation and re-enable
the OEM plug-in on it. Installation cleanup, or disabling the installation can be done by
running the command: admin@DAAD/> manage: oem disable
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